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Abstract 

This review paper explores the intersection of cryptocurrency and data privacy in human resource 

management (HRM). The paper begins by discussing the importance of data privacy in HRM and the 

types of data collected by HR professionals. It then examines the benefits and drawbacks of using 

cryptocurrency in HRM, including its potential to improve efficiency and security, as well as the risks 

associated with its decentralized and unregulated nature.The paper also explores the challenges and risks 

of using cryptocurrency in HRM, including the lack of regulation and oversight, complexity of 

transactions, and the risk to employee privacy. Examples of how cryptocurrency and data privacy 

intersect in HRM are also provided. The paper highlights the need for HR professionals to carefully 

evaluate the benefits and risks of using cryptocurrency in HRM and to implement robust data privacy and 

security measures to ensure the confidentiality and integrity of employee data and transactions. This 

includes developing policies and procedures for handling and protecting employee information when 

using cryptocurrency, staying up-to-date with the evolving regulatory and technological landscape of 

cryptocurrency, and prioritizing data privacy as a key component of HRM. 

 

I. Introduction 

Cryptocurrency has become increasingly popular in recent years, with its decentralization and security 

features attracting many individuals and businesses. In the same vein, human resource management 

(HRM) has also experienced a significant transformation, with the integration of new technologies and 

the adoption of innovative practices to optimize operations. However, the use of cryptocurrency in HRM 

has raised concerns over data privacy, as cryptocurrency transactions leave behind a digital trail that can 

be used to trace the identities of the transacting parties.The need for data privacy in HRM cannot be 

overemphasized, as it involves the collection and management of sensitive information about employees, 
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such as personal and financial data. This information must be kept confidential to prevent unauthorized 

access, breaches, and misuse. Therefore, the intersection of cryptocurrency and data privacy in HRM is a 

critical area that needs to be explored. The challenges and risks of using cryptocurrency in HRM, and best 

practices for using cryptocurrency while protecting data privacy. The paper will also provide case studies 

of organizations that have implemented cryptocurrency in HRM, analyzing the challenges they faced, the 

solutions they implemented, and the lessons learned. 

 

1.1 Importance of data privacy in human resource management 

Data privacy is critical in human resource management (HRM) because HRM involves the collection, 

storage, and management of personal and sensitive information about employees. This information 

includes personal identification, financial and health information, performance evaluations, and 

disciplinary records. It is the responsibility of HR professionals to protect this information from 

unauthorized access, breaches, and misuse.One of the primary reasons for data privacy in HRM is to 

comply with legal and ethical obligations. There are numerous laws and regulations governing the 

handling of personal and sensitive information, including the General Data Protection Regulation 

(GDPR), the Health Insurance Portability and Accountability Act, and the Fair Credit Reporting Act 

(FCRA). Failure to comply with these regulations can result in legal and financial penalties, loss of 

reputation, and damage to the organization's brand.Additionally, data privacy is essential to maintain 

employee trust and confidence. Employees expect their employers to protect their personal and sensitive 

information, and failure to do so can result in a breach of trust. A breach of trust can lead to decreased 

employee morale, reduced productivity, and increased employee turnover.Furthermore, data privacy is 

vital for safeguarding confidential information that can give the organization a competitive edge. HRM 

information, such as employee compensation, benefits, and performance evaluations, can be a valuable 

source of information for competitors. Therefore, organizations must protect this information to maintain 

their competitive advantage. Data privacy is critical in HRM to comply with legal and ethical obligations, 

maintain employee trust and confidence, and protect confidential information. HR professionals must 

ensure that appropriate measures are in place to safeguard personal and sensitive information to prevent 

unauthorized access, breaches, and misuse. 

 

II. Cryptocurrency in Human Resource Management 

Cryptocurrency refers to digital or virtual currency that uses cryptography for security and operates 

independently of a central bank. In recent years, cryptocurrency has gained popularity and acceptance as a 

means of payment and has been integrated into various industries, including human resource management 

(HRM).Cryptocurrency can be used as a form of payment in HRM, particularly for employee 

compensation and benefits. It offers several benefits, such as fast and secure transactions, lower 

transaction costs, and the elimination of intermediaries. Employees can receive their salaries or benefits 

directly to their digital wallets without the need for a third-party payment processor or bank, which can 

reduce administrative costs for HR departments. 

Another advantage of using cryptocurrency in HRM is the potential for global accessibility. 

Cryptocurrency transactions can be conducted globally, making it easier for organizations to pay 

employees working remotely or in different countries. This eliminates the need for complex and 

expensive international payment processes. 
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However, there are also drawbacks to using cryptocurrency in HRM. One of the main challenges is the 

lack of regulatory oversight and the potential for market volatility. Cryptocurrency prices can be volatile, 

and the lack of regulatory oversight means that it can be challenging to predict its value. This poses a risk 

to organizations that use cryptocurrency as a form of payment for employee compensation and benefits. 

Furthermore, cryptocurrency transactions leave a digital trail that can potentially compromise employee 

privacy. As transactions are recorded on a public blockchain, it is possible to trace the identities of the 

transacting parties. This raise concerns over data privacy and the potential for employee information to be 

leaked or compromised. 

In conclusion, cryptocurrency has the potential to transform HRM by offering fast and secure 

transactions, lower costs, and global accessibility. However, organizations must also consider the 

potential risks and challenges associated with using cryptocurrency in HRM, particularly with regards to 

regulatory oversight and data privacy. It is essential for HR professionals to evaluate the benefits and 

drawbacks of using cryptocurrency in HRM and develop appropriate policies and procedures to safeguard 

employee privacy and protect against potential risks. 

 

2.1 Benefits and drawbacks of cryptocurrency in HRM 

 

 
Figure 1: Benefits and drawbacks of cryptocurrency in HRM 

 

Benefits: 

1. Fast and secure transactions: Cryptocurrency transactions are processed quickly and securely, 

reducing the time and cost associated with traditional payment methods. 

2. Lower transaction costs: Cryptocurrency transactions are typically cheaper than traditional 

payment methods, such as wire transfers or checks. 
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3. Global accessibility: Cryptocurrency transactions can be conducted globally, making it easier for 

organizations to pay employees working remotely or in different countries. 

4. Elimination of intermediaries: Cryptocurrency transactions do not require intermediaries such as 

banks, reducing administrative costs for HR departments. 

Drawbacks: 

1. Lack of regulatory oversight: Cryptocurrency is not regulated in the same way as traditional 

currencies, which means there is a higher risk of fraud and market volatility. 

2. Potential for market volatility: Cryptocurrency prices can be volatile, which poses a risk to 

organizations that use cryptocurrency as a form of payment for employee compensation and 

benefits. 

3. Traceability: Cryptocurrency transactions leave a digital trail that can potentially compromise 

employee privacy. 

4. Lack of understanding: Cryptocurrency is still a relatively new technology, and there is a lack of 

understanding and knowledge about its use in HRM. 

Cryptocurrency offers several benefits for HRM, such as fast and secure transactions, lower costs, and 

global accessibility, there are also significant drawbacks that HR professionals must consider. The lack of 

regulatory oversight, market volatility, and potential for employee privacy breaches are all factors that 

must be evaluated when considering the use of cryptocurrency in HRM. Therefore, HR professionals 

must weigh the potential benefits and drawbacks of cryptocurrency and develop appropriate policies and 

procedures to ensure employee privacy and protect against potential risks. 

 

 

III. Data Privacy in Human Resource Management 

Data privacy is an essential aspect of human resource management (HRM). HRM involves the collection, 

storage, and management of personal and sensitive information about employees, such as personal 

identification, financial and health information, performance evaluations, and disciplinary records. It is 

the responsibility of HR professionals to protect this information from unauthorized access, breaches, and 

misuse.In addition to legal compliance, data privacy is crucial for maintaining employee trust and 

confidence. Employees expect their employers to protect their personal and sensitive information, and 

failure to do so can result in a breach of trust. A breach of trust can lead to decreased employee morale, 

reduced productivity, and increased employee turnover. 

HR professionals can ensure data privacy in HRM by implementing appropriate policies and procedures, 

such as: 

1. Limiting access: HR professionals should limit access to employee data to only those who need it 

to perform their job duties. 

2. Encryption: HR professionals should encrypt employee data to prevent unauthorized access. 

3. Employee training: HR professionals should train employees on data privacy policies and 

procedures to ensure that they understand the importance of protecting employee data. 

4. Regular data audits: HR professionals should conduct regular data audits to identify potential 

vulnerabilities and gaps in data privacy. 

Data privacy is critical in HRM to comply with legal and ethical obligations, maintain employee trust and 

confidence, and protect confidential information. HR professionals must ensure that appropriate measures 
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are in place to safeguard personal and sensitive information to prevent unauthorized access, breaches, and 

misuse. By implementing robust data privacy policies and procedures, HR professionals can ensure that 

they protect employee privacy and maintain trust within the organization. 

 

3.1 Types of data collected in HRM 

The table 1 provides an overview of the types of employee data typically collected by HR professionals, 

potential privacy risks associated with each type of data, and strategies for mitigating those risks. It also 

includes examples of HR technologies that can help manage employee data while protecting employee 

privacy. 

The first column of the table identifies the four types of employee data - personal identification, 

employment, financial, and health - and describes each type of data. The second column highlights 

potential privacy risks associated with each type of data, including identity theft, discrimination, fraud, 

and breach of medical confidentiality. 

 

Table 1: Employee Data Privacy Risks and Mitigation Strategies in HR Management 

 
The third column of the table outlines strategies for mitigating privacy risks associated with each type of 

data. These strategies include limiting access to data, using secure storage methods and encryption, 

regularly monitoring and auditing data, and implementing policies and procedures for handling and 

protecting employee information. These strategies can help HR professionals protect employee privacy 
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while managing employee data.The fourth column of the table provides examples of HR technologies that 

can help manage employee data while protecting employee privacy. These technologies include applicant 

tracking systems, performance management software, payroll systems, and health information systems. 

The use of these technologies can help automate data management processes, reduce the risk of human 

error, and enhance data security. 

 

3.2 Intersection of Cryptocurrency and Data Privacy in HRM 

The intersection of cryptocurrency and data privacy in HRM is a complex topic that requires careful 

consideration. Cryptocurrency has the potential to revolutionize the way HR professionals manage 

employee data and transactions, but it also poses significant privacy risks. 

One of the key challenges associated with the intersection of cryptocurrency and data privacy in HRM is 

the potential for cryptocurrency transactions to compromise employee privacy. Cryptocurrency 

transactions are often anonymous and difficult to trace, which can make it challenging for HR 

professionals to maintain the confidentiality of employee data. Additionally, the use of cryptocurrency in 

HR transactions can expose employee data to hacking and unauthorized access. 

To mitigate these risks, HR professionals must implement robust data privacy and security measures 

when using cryptocurrency in HR transactions. This includes limiting access to employee data, 

implementing strong encryption and secure storage methods, and regularly monitoring and auditing HR 

data. It also requires developing policies and procedures for handling and protecting employee 

information when using cryptocurrency. 

Despite these challenges, the intersection of cryptocurrency and data privacy in HRM also presents 

opportunities for HR professionals. Cryptocurrency can provide a secure and efficient way to manage HR 

transactions, such as payroll and benefits administration. It can also enable HR professionals to more 

effectively manage employee data, such as performance metrics and training records. 

 

4.1 Challenges and risks of using cryptocurrency in HRM 

The use of cryptocurrency in HRM presents several challenges and risks that HR professionals need to 

consider when managing employee data and transactions. 

One of the key challenges associated with using cryptocurrency in HRM is the lack of regulation and 

oversight in the cryptocurrency market. The decentralized and unregulated nature of cryptocurrency 

makes it difficult to ensure the security and privacy of HR transactions. This can lead to potential fraud, 

data breaches, and other security risks, which can compromise the confidentiality and privacy of 

employee data.Another challenge of using cryptocurrency in HRM is the complexity of cryptocurrency 

transactions. Cryptocurrency transactions are often anonymous, and the use of complex algorithms and 

blockchain technology can make it challenging to trace transactions or identify individuals involved in 

them. This can make it difficult for HR professionals to maintain accurate records and ensure the integrity 

of HR transactions. 

The use of cryptocurrency in HRM also poses risks to employee privacy. Cryptocurrency transactions can 

expose employee data to hacking and unauthorized access, especially if the cryptocurrency wallet or 

transaction records are not secured properly. Additionally, the anonymous nature of cryptocurrency 

transactions can make it difficult to ensure the confidentiality of employee data and transactions. 
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There is a risk associated with the volatility of cryptocurrency values. The value of cryptocurrency can 

fluctuate widely, which can lead to uncertainty in HR transactions that involve cryptocurrency. This can 

impact employee compensation and benefits, which can be especially problematic in cases where 

employees rely on stable and predictable payments. 

 

4.2 Examples of cryptocurrency and data privacy in HRM 

Here are some examples of how cryptocurrency and data privacy can intersect in HRM: 

• Employee payroll: Some companies are exploring the use of cryptocurrency to pay employee 

salaries. While this can be a convenient and efficient method of payment, it can also expose 

employee data to risks associated with cryptocurrency transactions, such as fraud and hacking. 

• Background checks: HR professionals often conduct background checks on potential employees 

to verify their employment history, education, and other details. The use of cryptocurrency in 

these transactions can make it difficult to ensure the accuracy and confidentiality of employee 

data, especially if the cryptocurrency wallet or transaction records are not secured properly. 

• Employee benefits: Some companies are exploring the use of cryptocurrency to offer employee 

benefits such as health insurance, retirement plans, and other incentives. While this can be an 

innovative way to offer employee benefits, it also poses risks associated with the volatility of 

cryptocurrency values and potential privacy breaches. 

• Data storage: HR departments often store a large amount of sensitive employee data, including 

personal information, financial details, and employment records. The use of blockchain 

technology in cryptocurrency transactions can provide a secure and decentralized method of 

storing this data, but it also poses risks associated with the complexity and anonymity of 

cryptocurrency transactions. 

 

Conclusion 

In conclusion, the intersection of cryptocurrency and data privacy in human resource management 

presents both opportunities and challenges for HR professionals. While the use of cryptocurrency can 

offer benefits such as efficiency and innovation, it also poses risks associated with security, privacy, and 

volatility. HR professionals must be aware of these risks and implement robust data privacy and security 

measures to ensure the confidentiality and integrity of employee data and transactions.The importance of 

data privacy in human resource management cannot be overstated. HR departments collect and store a 

large amount of sensitive employee data, including personal information, financial details, and 

employment records. It is essential for HR professionals to prioritize data privacy and implement policies 

and procedures to protect employee data from unauthorized access and misuse.The benefits and 

drawbacks of cryptocurrency in HRM should be carefully evaluated by HR professionals. While 

cryptocurrency transactions can be efficient and secure, the lack of regulation and oversight in the 

cryptocurrency market can pose risks to employee data and transactions.HR professionals must stay up-

to-date with the latest regulatory and technological developments and implement best practices for data 

privacy and security to ensure the confidentiality and integrity of employee data and transactions. 

 

 

References 



BioGecko                                      Vol 12 Issue 01 2023  

ISSN NO: 2230-5807 
 

 

1070 

                    A Journal for New Zealand Herpetology 

 

1. Tian, F. A supply chain traceability system for food safety based on HACCP, blockchain & 

internet of things. In Proceedings of the 2017 International Conference on Service Systems and 

Service Management, Dalian, China, 16–18 June 2017. [Google Scholar] 

2. Zhang, N.; Wang, Y.; Kang, C.; Cheng, J.; He, D.W. Blockchain technique in the energy internet: 

Preliminary research framework and typical applications. Proc. CSEE 2016, 36, 4011–4022. 

[Google Scholar] 

3. Kraft, D. Difficulty control for blockchain-based consensus systems. Peer-Peer Netw. 

Appl. 2016, 9, 397–413. [Google Scholar] [CrossRef] 

4. Sasaki, Y.; Wang, L.; Aoki, K. Preimage Attacks on 41-Step SHA-256 and 46-Step SHA-512. 

Cryptology ePrint Archive: Report 2009/479. Available 

online: https://eprint.iacr.org/2009/479.pdf (accessed on 22 December 2021). 

5. Hu, W.; Li, H.H.; Hu, Y.W.; Yao, Y.W. A blockchain-based spot market transaction model for 

energy power supply and demand network. Eur. J. Electr. Eng. 2019, 21, 75–83. [Google 

Scholar] [CrossRef] 

6. Cai, M.; Li, M.; Cao, W. Blockchain based Data Distribution and Traceability Framework in the 

Electric Information Management System. Procedia Comput. Sci. 2019, 162, 82–87. [Google 

Scholar] [CrossRef] 

7. Ji, Z.; Guo, Z.; Li, H.; Wang, Q. Automated scheduling approach under smart contract for remote 

wind farms with power-to-gas systems in multiple energy markets. Energies 2021, 14, 6781. 

[Google Scholar] [CrossRef] 

8. Hackius, N.; Petersen, M. Blockchain in logistics and supply chain: Trick or treat? In Proceedings 

of the Hamburg International Conference of Logistics (HICL), Hamburg, Germany, 12–14 

October 2017. [Google Scholar] 

9. Abeyratne, S.; Monfared, R. Blockchain Ready Manufacturing Supply Chain Using Distributed 

Ledger. Int. J. Res. Eng. Technol. 2016, 5, 1–10. [Google Scholar] 

10. Li, Z.; Wang, W.M.; Liu, G.; Liu, L.; He, J.; Huang, G.Q. Toward open manufacturing: A cross-

enterprises knowledge and services exchange framework based on blockchain and edge 

computing. Ind. Manag. Data Syst. 2018, 118, 303–320. [Google Scholar] [CrossRef] 

11. Li, Z.; Liu, L.; Barenji, V.A.; Wang, W. Cloud-based Manufacturing Blockchain: Secure 

Knowledge Sharing for Injection Mould Redesign. Procedia CIRP 2018, 72, 961–966. [Google 

Scholar] [CrossRef] 

12. Santhi, A.R.; Muthuswamy, P. Influence of Blockchain Technology in Manufacturing Supply 

Chain and Logistics. Logistics 2022, 6, 15. [Google Scholar] [CrossRef] 

13. Wilczyński, A.; Kołodziej, J. Modelling and simulation of security-aware task scheduling in 

cloud computing based on Blockchain technology. Simul. Model. Pract. Theory 2020, 99, 

102038. [Google Scholar] [CrossRef] 

14. Blazewicz, J.; Lenstra, J.K.; RinnooyKan, A.H.G. Scheduling subject to resource constraints: 

Classification and complexity. Discret. Appl. Math. 1983, 5, 11–24. [Google Scholar] 

[CrossRef][Green Version] 

15. Fanjul-Peyro, L.; Perea, F.; Ruiz, R. Models and matheuristics for the unrelated parallel machine 

scheduling problem with additional resources. Eur. J. Oper. Res. 2017, 260, 482–493. [Google 

Scholar] [CrossRef] 

16. Edi, E.B.; Oguz, C.; Ozkarahan, I. Parallel machine scheduling with additional resources: 

Notation, classification, models and solution methods. Eur. J. Oper. Res. 2013, 230, 449–463. 

[Google Scholar] 

17. Baron-Puda, M.; Mleczko, J. Simulation of human resources allocation in scheduling 

processes. Appl. Comput. Sci. 2008, 4, 1–16. [Google Scholar] 

https://scholar.google.com/scholar_lookup?title=A+supply+chain+traceability+system+for+food+safety+based+on+HACCP,+blockchain+%2526+internet+of+things&conference=Proceedings+of+the+2017+International+Conference+on+Service+Systems+and+Service+Management&author=Tian,+F.&publication_year=2017
https://scholar.google.com/scholar_lookup?title=Blockchain+technique+in+the+energy+internet:+Preliminary+research+framework+and+typical+applications&author=Zhang,+N.&author=Wang,+Y.&author=Kang,+C.&author=Cheng,+J.&author=He,+D.W.&publication_year=2016&journal=Proc.+CSEE&volume=36&pages=4011%E2%80%934022
https://scholar.google.com/scholar_lookup?title=Difficulty+control+for+blockchain-based+consensus+systems&author=Kraft,+D.&publication_year=2016&journal=Peer-Peer+Netw.+Appl.&volume=9&pages=397%E2%80%93413&doi=10.1007/s12083-015-0347-x
https://doi.org/10.1007/s12083-015-0347-x
https://eprint.iacr.org/2009/479.pdf
https://scholar.google.com/scholar_lookup?title=A+blockchain-based+spot+market+transaction+model+for+energy+power+supply+and+demand+network&author=Hu,+W.&author=Li,+H.H.&author=Hu,+Y.W.&author=Yao,+Y.W.&publication_year=2019&journal=Eur.+J.+Electr.+Eng.&volume=21&pages=75%E2%80%9383&doi=10.18280/ejee.210112
https://scholar.google.com/scholar_lookup?title=A+blockchain-based+spot+market+transaction+model+for+energy+power+supply+and+demand+network&author=Hu,+W.&author=Li,+H.H.&author=Hu,+Y.W.&author=Yao,+Y.W.&publication_year=2019&journal=Eur.+J.+Electr.+Eng.&volume=21&pages=75%E2%80%9383&doi=10.18280/ejee.210112
https://doi.org/10.18280/ejee.210112
https://scholar.google.com/scholar_lookup?title=Blockchain+based+Data+Distribution+and+Traceability+Framework+in+the+Electric+Information+Management+System&author=Cai,+M.&author=Li,+M.&author=Cao,+W.&publication_year=2019&journal=Procedia+Comput.+Sci.&volume=162&pages=82%E2%80%9387&doi=10.1016/j.procs.2019.11.261
https://scholar.google.com/scholar_lookup?title=Blockchain+based+Data+Distribution+and+Traceability+Framework+in+the+Electric+Information+Management+System&author=Cai,+M.&author=Li,+M.&author=Cao,+W.&publication_year=2019&journal=Procedia+Comput.+Sci.&volume=162&pages=82%E2%80%9387&doi=10.1016/j.procs.2019.11.261
https://doi.org/10.1016/j.procs.2019.11.261
https://scholar.google.com/scholar_lookup?title=Automated+scheduling+approach+under+smart+contract+for+remote+wind+farms+with+power-to-gas+systems+in+multiple+energy+markets&author=Ji,+Z.&author=Guo,+Z.&author=Li,+H.&author=Wang,+Q.&publication_year=2021&journal=Energies&volume=14&pages=6781&doi=10.3390/en14206781
https://doi.org/10.3390/en14206781
https://scholar.google.com/scholar_lookup?title=Blockchain+in+logistics+and+supply+chain:+Trick+or+treat?&conference=Proceedings+of+the+Hamburg+International+Conference+of+Logistics+(HICL)&author=Hackius,+N.&author=Petersen,+M.&publication_year=2017
https://scholar.google.com/scholar_lookup?title=Blockchain+Ready+Manufacturing+Supply+Chain+Using+Distributed+Ledger&author=Abeyratne,+S.&author=Monfared,+R.&publication_year=2016&journal=Int.+J.+Res.+Eng.+Technol.&volume=5&pages=1%E2%80%9310
https://scholar.google.com/scholar_lookup?title=Toward+open+manufacturing:+A+cross-enterprises+knowledge+and+services+exchange+framework+based+on+blockchain+and+edge+computing&author=Li,+Z.&author=Wang,+W.M.&author=Liu,+G.&author=Liu,+L.&author=He,+J.&author=Huang,+G.Q.&publication_year=2018&journal=Ind.+Manag.+Data+Syst.&volume=118&pages=303%E2%80%93320&doi=10.1108/IMDS-04-2017-0142
https://doi.org/10.1108/IMDS-04-2017-0142
https://scholar.google.com/scholar_lookup?title=Cloud-based+Manufacturing+Blockchain:+Secure+Knowledge+Sharing+for+Injection+Mould+Redesign&author=Li,+Z.&author=Liu,+L.&author=Barenji,+V.A.&author=Wang,+W.&publication_year=2018&journal=Procedia+CIRP&volume=72&pages=961%E2%80%93966&doi=10.1016/j.procir.2018.03.004
https://scholar.google.com/scholar_lookup?title=Cloud-based+Manufacturing+Blockchain:+Secure+Knowledge+Sharing+for+Injection+Mould+Redesign&author=Li,+Z.&author=Liu,+L.&author=Barenji,+V.A.&author=Wang,+W.&publication_year=2018&journal=Procedia+CIRP&volume=72&pages=961%E2%80%93966&doi=10.1016/j.procir.2018.03.004
https://doi.org/10.1016/j.procir.2018.03.004
https://scholar.google.com/scholar_lookup?title=Influence+of+Blockchain+Technology+in+Manufacturing+Supply+Chain+and+Logistics&author=Santhi,+A.R.&author=Muthuswamy,+P.&publication_year=2022&journal=Logistics&volume=6&pages=15&doi=10.3390/logistics6010015
https://doi.org/10.3390/logistics6010015
https://scholar.google.com/scholar_lookup?title=Modelling+and+simulation+of+security-aware+task+scheduling+in+cloud+computing+based+on+Blockchain+technology&author=Wilczy%C5%84ski,+A.&author=Ko%C5%82odziej,+J.&publication_year=2020&journal=Simul.+Model.+Pract.+Theory&volume=99&pages=102038&doi=10.1016/j.simpat.2019.102038
https://doi.org/10.1016/j.simpat.2019.102038
https://scholar.google.com/scholar_lookup?title=Scheduling+subject+to+resource+constraints:+Classification+and+complexity&author=Blazewicz,+J.&author=Lenstra,+J.K.&author=RinnooyKan,+A.H.G.&publication_year=1983&journal=Discret.+Appl.+Math.&volume=5&pages=11%E2%80%9324&doi=10.1016/0166-218X(83)90012-4
https://doi.org/10.1016/0166-218X(83)90012-4
http://ageconsearch.umn.edu/record/272264/files/erasmus140.pdf
https://scholar.google.com/scholar_lookup?title=Models+and+matheuristics+for+the+unrelated+parallel+machine+scheduling+problem+with+additional+resources&author=Fanjul-Peyro,+L.&author=Perea,+F.&author=Ruiz,+R.&publication_year=2017&journal=Eur.+J.+Oper.+Res.&volume=260&pages=482%E2%80%93493&doi=10.1016/j.ejor.2017.01.002
https://scholar.google.com/scholar_lookup?title=Models+and+matheuristics+for+the+unrelated+parallel+machine+scheduling+problem+with+additional+resources&author=Fanjul-Peyro,+L.&author=Perea,+F.&author=Ruiz,+R.&publication_year=2017&journal=Eur.+J.+Oper.+Res.&volume=260&pages=482%E2%80%93493&doi=10.1016/j.ejor.2017.01.002
https://doi.org/10.1016/j.ejor.2017.01.002
https://scholar.google.com/scholar_lookup?title=Parallel+machine+scheduling+with+additional+resources:+Notation,+classification,+models+and+solution+methods&author=Edi,+E.B.&author=Oguz,+C.&author=Ozkarahan,+I.&publication_year=2013&journal=Eur.+J.+Oper.+Res.&volume=230&pages=449%E2%80%93463
https://scholar.google.com/scholar_lookup?title=Simulation+of+human+resources+allocation+in+scheduling+processes&author=Baron-Puda,+M.&author=Mleczko,+J.&publication_year=2008&journal=Appl.+Comput.+Sci.&volume=4&pages=1%E2%80%9316


BioGecko                                      Vol 12 Issue 01 2023  

ISSN NO: 2230-5807 
 

 

1071 

                    A Journal for New Zealand Herpetology 

 

18. Blochliger, I. Modeling staff scheduling problems. A tutorial. Eur. J. Oper. Res. 2004, 158, 533–

542. [Google Scholar] [CrossRef] 

19. Dean, B.V.; Denzler, D.R.; Watkins, J.J. Multiproject Staff Scheduling with Variable Resource 

Constraints. IEEE Trans. Eng. Manag. 1992, 39, 59–72. [Google Scholar] [CrossRef] 

20. Van den Bergh, J.; Jeroen Beliën, J.; De Bruecker, P.; Demeulemeester, E.; De Boeck, L. 

Personnel scheduling: A literature review. Eur. J. Oper. Res. 2013, 226, 367–385. [Google 

Scholar] [CrossRef] 

21. Trojanowska, J.; Dostatni, E. Application of the theory of constraints for project 

management. Manag. Prod. Eng. Rev. 2017, 8, 87–95. [Google Scholar] [CrossRef][Green 

Version] 
 

https://scholar.google.com/scholar_lookup?title=Modeling+staff+scheduling+problems&author=Blochliger,+I.&publication_year=2004&journal=A+tutorial.+Eur.+J.+Oper.+Res.&volume=158&pages=533%E2%80%93542&doi=10.1016/S0377-2217(03)00387-4
https://doi.org/10.1016/S0377-2217(03)00387-4
https://scholar.google.com/scholar_lookup?title=Multiproject+Staff+Scheduling+with+Variable+Resource+Constraints&author=Dean,+B.V.&author=Denzler,+D.R.&author=Watkins,+J.J.&publication_year=1992&journal=IEEE+Trans.+Eng.+Manag.&volume=39&pages=59%E2%80%9372&doi=10.1109/17.119663
https://doi.org/10.1109/17.119663
https://scholar.google.com/scholar_lookup?title=Personnel+scheduling:+A+literature+review&author=Van+den+Bergh,+J.&author=Jeroen+Beli%C3%ABn,+J.&author=De+Bruecker,+P.&author=Demeulemeester,+E.&author=De+Boeck,+L.&publication_year=2013&journal=Eur.+J.+Oper.+Res.&volume=226&pages=367%E2%80%93385&doi=10.1016/j.ejor.2012.11.029
https://scholar.google.com/scholar_lookup?title=Personnel+scheduling:+A+literature+review&author=Van+den+Bergh,+J.&author=Jeroen+Beli%C3%ABn,+J.&author=De+Bruecker,+P.&author=Demeulemeester,+E.&author=De+Boeck,+L.&publication_year=2013&journal=Eur.+J.+Oper.+Res.&volume=226&pages=367%E2%80%93385&doi=10.1016/j.ejor.2012.11.029
https://doi.org/10.1016/j.ejor.2012.11.029
https://scholar.google.com/scholar_lookup?title=Application+of+the+theory+of+constraints+for+project+management&author=Trojanowska,+J.&author=Dostatni,+E.&publication_year=2017&journal=Manag.+Prod.+Eng.+Rev.&volume=8&pages=87%E2%80%9395&doi=10.1515/mper-2017-0031
https://doi.org/10.1515/mper-2017-0031
http://www.degruyter.com/downloadpdf/j/mper.2017.8.issue-3/mper-2017-0031/mper-2017-0031.xml
http://www.degruyter.com/downloadpdf/j/mper.2017.8.issue-3/mper-2017-0031/mper-2017-0031.xml

